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**** First Change ****
6.2.5
NEF

The Network Exposure Function (NEF) supports the following independent functionality:

-
Exposure of capabilities and events:


NF capabilities and events may be securely exposed by NEF for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.


NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).

-
Secure provision of information from external application to 3GPP network:


It provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Expected UE Behaviour, 5GLAN group information and service specific information. In that case the NEF may authenticate and authorize and assist in throttling the Application Functions.

-
Translation of internal-external information:


It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.


In particular, NEF handles masking of network and user sensitive information to external AF's according to the network policy.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions) and Application Functions. NEF stores the received information as structured data using a standardized interface to a Unified Data Repository (UDR). The stored information can be accessed and "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

-
A NEF may also support a PFD Function: The PFD Function in the NEF may store and retrieve PFD(s) in the UDR and shall provide PFD(s) to the SMF on the request of SMF (pull mode) or on the request of PFD management from NEF (push mode), as described in TS 23.503 [45].

-
A NEF may also support a 5GLAN Group Management Function: The 5GLAN Group Management Function in the NEF may store the 5GLAN group information in the UDR via UDM as described in TS 23.502 [3].

-
Exposure of analytics:


NWDAF analytics may be securely exposed by NEF for external party, as specified in TS 23.288 [86].

-
Retrieval of data from external party by NWDAF:


Data provided by the external party may be collected by NWDAF via NEF for analytics generation purpose. NEF handles and forwards requests and notifications between NWDAF and AF, as specified in TS 23.288 [86].
-
Registration of collectable data/services from external party to 3GPP network.
A specific NEF instance may support one or more of the functionalities described above and consequently an individual NEF may support a subset of the APIs specified for capability exposure.

NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.

The services provided by the NEF are specified in clause 7.2.8.

For external exposure of services related to specific UE(s), the NEF resides in the HPLMN. Depending on operator agreements, the NEF in the HPLMN may have interface(s) with NF(s) in the VPLMN.

When a UE is capable of switching between EPC and 5GC, an SCEF+NEF is used for service exposure. See clause 5.17.5 for a description of the SCEF+NEF.

**** Second Change ****
6.2.6
NRF

The Network Repository Function (NRF) supports the following functionality:

-
Supports service discovery function. Receive NF Discovery Request from NF instance or SCP, and provides the information of the discovered NF instances (be discovered) to the NF instance or SCP.

-
Maintains the NF profile of available NF instances and their supported services.

NF profile of NF instance maintained in an NRF includes the following information:

-
NF instance ID.
-
NF type.
-
PLMN ID.
-
Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-
FQDN or IP address of NF.
-
NF capacity information.
-
NF priority information.
NOTE 1:
This parameter is used for AMF selection, if applicable, as specified in the clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-
NF Set ID.

-
NF Service Set ID of the NF service instance.

Editor's note:
It is FFS whether the NF Service Set ID is unique within the NF instance or NF Set. If former, it is FFS how to correlate the NF Service Set ID values between the NF instances within the NF Set.

--
NF Specific Service authorization information.
-
if applicable, Names of supported services.
-
Endpoint Address(es) of instance(s) of each supported service.
-
Identification of stored data/information.
NOTE 2:
This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.

-
Other service parameter, e.g., DNN, notification endpoint for each type of notification that the NF service is interested in receiving.

-
Location information for the NF instance.

NOTE 3:
This information is operator specific. Examples of such information can be geographical location, data center.

-
TAI(s).

-
Routing Indicator, for UDM and AUSF.

-
One or more GUAMI(s), in case of AMF.

-
SMF area identity(ies) in case of UPF.

-
UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDM.

-
UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.

-
AUSF Group ID, range(s) of SUPIs for AUSF.

-
Analytics ID, in case of NWDAF.
- 
Event ID associated with AF or Application in case of NEF.

NOTE 4: This is applicable when NEF exposes AF information for analytics purpose as detailed in TS 23.288.
NOTE 5:
It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.

NOTE 6:
It is also expected that the NRF stores a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) to enable discovery of UDM, UDR, AUSF using SUPI, SUPI ranges as specified in clause 6.3.

In the context of Network Slicing, based on network implementation, multiple NRFs can be deployed at different levels (see clause 5.15.5):

-
PLMN level (the NRF is configured with information for the whole PLMN),

-
shared-slice level (the NRF is configured with information belonging to a set of Network Slices),

-
slice-specific level (the NRF is configured with information belonging to an S-NSSAI).

In the context of roaming, multiple NRFs may be deployed in the different networks (see clause 4.2.4):

-
the NRF(s) in the Visited PLMN (known as the vNRF) configured with information for the visited PLMN.

-
the NRF(s) in the Home PLMN (known as the hNRF) configured with information for the home PLMN, referenced by the vNRF via the N27 interface.
**** Third Change ****
7.2.X
AF Services

The following NF services are specified for AF:

Table 7.2.8-X: NF Services provided by AF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Naf_EventExposure
	Provides support for event exposure
	5.2.X


**** Forth Change ****
7.2.8
NEF Services

The following NF services are specified for NEF:

Table 7.2.8-1: NF Services provided by NEF

	Service Name
	Description
	Reference in TS 23.502 [3]

	Nnef_EventExposure
	Provides support for event exposure
	5.2.6.2

	Nnef_PFDManagement
	Provides support for PFDs management
	5.2.6.3

	Nnef_ParameterProvision
	Provides support to provision information which can be used for the UE in 5GS
	5.2.6.4

	Nnef_Trigger
	Provides support for device triggering
	5.2.6.5

	Nnef_BDTPNegotiation
	Provides support for background data transfer policy negotiation and optionally notification for the renegotiation.
	5.2.6.6

	Nnef_TrafficInfluence
	Provide the ability to influence traffic routing.
	5.2.6.7

	Nnef_ChargeableParty
	Requests to become the chargeable party for a data session for a UE.
	5.2.6.8

	Nnef_AFsessionWithQoS
	Requests the network to provide a specific QoS for an AS session.
	5.2.6.9

	Nnef_ServiceParameter
	Provides support to provision service specific information
	5.2.6.11

	Nnef_APISupportCapability
	Provides support for awareness on availability or expected level of a service API
	5.2.6.12

	Nnef_AnalyticsExposure
	Provides support for exposure of network analytics
	5.2.6.16

	Nnef_Registration
	Provide support for AF registration via NEF  in 5GS
	5.2.6.X


*************** End of changes ***************
